**«Новые штрафы за нарушение законодательства о персональных данных. Практические аспекты»**

Период проведения: 20 апреля 2017 г. с 10-00 до 12-00 по моск. времени.

Обращаем Ваше внимание, что вебинар будет носить исключительно практический характер, каждый информационный блок будет подкреплен кейсами.

07 февраля Президент РФ подписал закон, который вводит в КоАП РФ новые санкции за нарушения законодательства о персональных данных. Вместо одного нарушения, статья 13.11. КоАП РФ с 01 июля будет содержать семь различных составов, с максимальным наказанием до 75 тысяч рублей. На данном вебинаре пойдет разговор о примерах, нюансах и практических аспектах применения новых норм.

Закон «О персональных данных» распространяет свое действие на всех юридических и всех физических лиц Российской Федерации. Его выполнение – обязанность любой организации.

Программа вебинара:

* За что теперь будет штрафовать Роскомнадзор?
* Какой максимальный штраф за нарушение законодательства о персональных данных может получить компания в ходе одной проверки?
* На какие практические аспекты выполнения требований закона следует обратить внимание в первую очередь?
* Какие виды контрольных и проверочных мероприятий может осуществлять Роскомнадзор?
* Нестандартные формы контроля. Как организации могут быть наказаны в любую минуту и без выездных проверок?

Ведущий вебинара:

Мисник Николай Анатольевич

Эксперт-практик по информационному праву. Директор ООО «РЭАЦ «Эксперт». Подготовил к проверкам Роскомадзора более 70 организаций и учреждений. Помог организовать обработку и защиту персональных данных более чем 300 организациям.

Целевая аудитория вебинара:

* руководители службы персонала,
* начальники отделов кадров, НR-менеджеры,
* юристы,
* руководители,
* специалисты по защите информации.
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Технические требования к участию в вебинаре (интернет-семинаре)

Для участия в вебинаре Вам понадобится компьютер (ноутбук) с акустикой системой (звуком), подключенный к интернету. Рекомендуемая скорость соединения составляет от 256 kbps. Эта скорость доступна практически на любом подключении в офисе или дома (LAN, ADSL, WiFi). Рекомендуем пользоваться интернет-браузером Google Chrome. <https://www.google.ru/chrome/browser/desktop/index.html>.

Формат вебинара позволяет сохранить качество обучения: каждый слушатель видит и слышит преподавателя, видит обучающий материал в виде презентаций, графиков, слайдов, имеет возможность скачать учебные материалы, выполнить задания преподпавателя, в любой момент может задать письменный вопрос преподавателю или другим участникам.

Самостоятельно протестировать Ваше оборудование и интернет-соединение Вы можете по ссылке: <https://myownconference.ru/tester>

Техническая проверка компьютерного оборудования слушателей вебинара состоится 6 февраля 2016 г. в 12-00 по московскому времени по ссылке: [https://go.myownconference.ru/ru/Test](https://go.myownconference.ru/ru/Test/-)

Для участия с планшетов или смарфонов необходимо установить приложение MyOwnConference:

Арр Store <https://itunes.apple.com/ru/app/myownconference/id1067798941?mt=8>

Google play <https://play.google.com/store/apps/details?id=air.com.dosware.myconference&hl=ru>

Телефон для справок: (495) 134-34-71 E-mail: [tpprf@iimba.ru](mailto:tpprf@iimba.ru)

Правила участия в вебинаре:

* 1. Всем участникам вебинара необходимо заранее регистрироваться, протестировать и настроить своё компьютерное оборудование (Организаторы вебинара не несут ответственность за неправильно настроенное оборудование, программное обеспечение участников вебинара и нарушения работы местных интернет-провайдеров, предоставляющие услуги интернет-связи участникам вебинара. В работе вебинара не считаются дефектами незначительные малозаметные задержки видеоизображения и звука).
  2. Участникам вебинара запрещено флудить в чате вебинара (писать некорректные, бессмысленные, многократно повторяемые какие-либо слова и фразы). Нарушители после предупреждения будут забанены (для них будет закрыта возможность писать в чате). Просьба быть вежливыми – Ваши сообщения видят Ваши коллеги из других регионов.
  3. При входе в систему вебинара участники вебинара обязаны вводить свои верные данные: Ф.И.О., наименовании организации, города и др. (Пример: Иванов, ТПП, Москва). Участники с неопределенными данными после предупреждения будут удалены из системы.
* Регистрация заканчивается 19 апреля 2017 г.
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